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leader our country has ever produced. 
And my home State of Kentucky has a 
front-row seat in the celebration. 

Abraham Lincoln was born February 
12, 1809, in a log cabin 3 miles south of 
Hodgenville, KY. The one-room cabin 
measured 16 by 18 feet, had a dirt floor, 
and no glass in the windows. 

The future President was born with 
no advantages in life except for a 
strong curiosity and a sterling char-
acter. By the end of his life, this man 
of humble background had united our 
country by demonstrating leadership 
during America’s time of greatest cri-
sis, and he showed our country the true 
value of the Declaration of Independ-
ence by asserting that there must be 
no exceptions to the ideal that all men 
are created equal. 

Two centuries later, America looks 
back with gratitude at our 16th Presi-
dent by celebrating the Lincoln Bicen-
tennial. The Commonwealth of Ken-
tucky can take special pride in the fact 
that Lincoln was one of our own, and 
the Lincoln Bicentennial’s opening 
ceremonies will take place in 
Hodgenville. So begins a 2-year event 
celebrating the great emancipator’s 
life and legacy. All across the country, 
from the State capital in Springfield, 
IL, where Lincoln served as a legis-
lator, to here in Washington, DC, 
where Lincoln served as a wartime 
Commander in Chief, Americans will 
celebrate this important figure in our 
national story. 

This time will be exciting for teach-
ers, students, and any adult who loves 
American history. I know Kentucky’s 
friendly neighbors to the north in Illi-
nois often claim Lincoln as their own. 
Their license plates even say so. But 
Lincoln was born and spent his forma-
tive years in Kentucky, which surely 
must have shaped the man he became, 
and he would never have denied his 
Kentuckian heritage. 

In fact, in 1861, as he traveled east to 
Washington to begin his term as Presi-
dent, Lincoln wrote a speech that he 
intended to deliver in Kentucky but 
never got a chance to do. In it, he 
crafted these words: ‘‘Gentlemen, I too, 
am a Kentuckian.’’ 

So it is appropriate that the Lincoln 
Bicentennial celebration begins in the 
same State that the man himself did. I 
hope every Kentuckian and every 
American will take advantage of this 
opportunity to explore this exciting 
chapter in American history. 

I yield the floor. 
f 

FOREIGN INTELLIGENCE 
SURVEILLANCE ACT 

Mr. REID. Mr. President, the order 
before the Senate allows me and the 
Republican leader 10 minutes any time 
during this debate to make a presen-
tation. I will do that later. I do want to 
say, based on the remarks of the distin-
guished Republican leader, I, too, ap-
preciate the work of Senator ROCKE-
FELLER and Senator BOND, but I also 
appreciate the work done by the Judi-

ciary Committee and Senator LEAHY. 
As a result of that work, the bill has 
already been made better and, hope-
fully, we can adopt some of these 
amendments today. 

We, for example, have as a result of 
the work done by the Judiciary Com-
mittee a compromise reached on a 
number of amendments that have made 
this bill better, including a Feingold 
amendment providing Congress with 
FISA Court documents that will facili-
tate congressional oversight and enable 
Congress to better understand the 
court’s interpretation of the laws we 
passed; a Whitehouse amendment giv-
ing the FISA Court the discretion to 
stay lower FISA Court decisions pend-
ing appeal rather than requiring a 
stay; a Kennedy amendment providing 
that under the new authority provided 
by this bill the Government may not 
intentionally acquire communications 
when it knows ahead of time that the 
sender and all intended recipients are 
in the United States. 

The bill has been made better. The 
bill that Senator ROCKEFELLER and 
Senator BOND did is not a bill that is 
perfect in nature, and I hope they will 
acknowledge that point. The bill has 
been made better as a result of work 
done by the Judiciary Committee. We 
have members of the Intelligence Com-
mittee who also serve on the Judiciary 
Committee. Two who come to my mind 
are Senator FEINSTEIN and Senator 
WHITEHOUSE. They have worked very 
hard in the Intelligence Committee and 
the Judiciary Committee to improve 
this legislation. 

We should understand where we are. 
We are now doing different wiretaps, 
and I think the situation today that is 
so concerning to most of us is the 
President has been advised by his law-
yers that he does not have to follow 
the law anyway. Whatever we do here, 
he has been told by his lawyers that he 
need not follow the law. He can do 
whatever he wants; he is the boss; he is 
someone who does not have to follow 
the law, does not even have to give a 
signing statement saying he rejects it. 
He can just go ahead and do it. 

I do not think this should be a day of 
celebration. This should be a day of 
concern for the American people. I am 
very happy we have been able to im-
prove the product that came out of the 
Intelligence Committee. Hopefully, by 
the voting today we can improve it 
more. 

f 

RESERVATION OF LEADER TIME 
The ACTING PRESIDENT pro tem-

pore. Under the previous order, the 
leadership time is reserved. 

f 

FISA AMENDMENTS ACT OF 2007 
The ACTING PRESIDENT pro tem-

pore. Under the previous order, the 
Senate will resume consideration of S. 
2248, which the clerk will report. 

The legislative clerk read as follows: 
A bill (S. 2248) to amend the Foreign Intel-

ligence Surveillance Act of 1978, to mod-

ernize and streamline the provisions of that 
act, and for other purposes. 

Pending: 
Rockefeller/Bond amendment No. 3911, in 

the nature of a substitute. 
Whitehouse amendment No. 3920 (to 

amendment No. 3911), to provide procedures 
for compliance reviews. 

Feingold amendment No. 3979 (to amend-
ment No. 3911), to provide safeguards for 
communications involving persons inside the 
United States. 

Feingold/Dodd amendment No. 3912 (to 
amendment No. 3911), to modify the require-
ments for certifications made prior to the 
initiation of certain acquisitions. 

Dodd amendment No. 3907 (to amendment 
No. 3911), to strike the provisions providing 
immunity from civil liability to electronic 
communication service providers for certain 
assistance provided to the Government. 

Bond/Rockefeller modified amendment No. 
3938 (to amendment No. 3911), to include pro-
hibitions on the international proliferation 
of weapons of mass destruction in the For-
eign Intelligence Surveillance Act of 1978. 

Feinstein amendment No. 3910 (to amend-
ment No. 3911), to provide a statement of the 
exclusive means by which electronic surveil-
lance and interception of certain commu-
nications may be conducted. 

Feinstein amendment No. 3919 (to amend-
ment No. 3911), to provide for the review of 
certifications by the Foreign Intelligence 
Surveillance Court. 

Specter/Whitehouse amendment No. 3927 
(to amendment No. 3911), to provide for the 
substitution of the United States in certain 
civil actions. 

Mr. ROCKEFELLER. I say to the 
Presiding Officer, it is my under-
standing that the first amendment is 
minimization compliance review by 
Senator WHITEHOUSE. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri. 

Mr. BOND. Mr. President, first of all, 
we thank all our colleagues for coming 
to this point where we can have votes 
and finally get this bill out, which we 
started in December. It is a very im-
portant bill. We have worked together 
on a bipartisan basis and resolved al-
most all issues. 

The amendment offered by our col-
league from Rhode Island has been 
modified in a way that I believe im-
proves it, makes it effective, makes it 
work for the intelligence community, 
and achieves the very important goals 
that the Senator from Rhode Island 
has sought to achieve. 

I ask that I be added as a cosponsor 
to this modified amendment. I believe, 
Mr. President, we can accept it by 
voice vote. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

The Senator from West Virginia. 
Mr. ROCKEFELLER. Mr. President, I 

simply would also like to be added as a 
cosponsor, and I congratulate Senator 
WHITEHOUSE, Senator BOND, and others 
for doing an outstanding piece of work 
in resolving the differences on this ex-
tremely important enforcement mech-
anism. 

AMENDMENT NO. 3920, AS MODIFIED 
The ACTING PRESIDENT pro tem-

pore. The Senator from Rhode Island. 
Mr. WHITEHOUSE. Mr. President, I 

have at the desk a modification to 
amendment No. 3920. 

VerDate Aug 31 2005 02:50 Feb 13, 2008 Jkt 069060 PO 00000 Frm 00002 Fmt 4624 Sfmt 0634 E:\CR\FM\G12FE6.001 S12FEPT1cc
ol

em
an

 o
n 

P
R

O
D

P
C

75
 w

ith
 S

E
N

A
T

E



CONGRESSIONAL RECORD — SENATE S881 February 12, 2008 
The ACTING PRESIDENT pro tem-

pore. Without objection, it is so or-
dered. The amendment is so modified. 

The amendment, as modified, is as 
follows: 

On page 69, after line 23, add the following: 
(d) AUTHORITY OF FOREIGN INTELLIGENCE 

SURVEILLANCE COURT.—Section 103 of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1803), as amended by this Act, is 
amended by adding at the end the following: 

‘‘(h)(1) Nothing in this Act shall be consid-
ered to reduce or contravene the inherent 
authority of the Foreign Intelligence Sur-
veillance Court to determine, or enforce, 
compliance with an order or a rule of such 
Court or with a procedure approved by such 
Court. 

‘‘(2) In this subsection, the terms ‘Foreign 
Intelligence Surveillance Court’ and ‘Court’ 
mean the court established by subsection 
(a).’’. 

Mr. WHITEHOUSE. Mr. President, 
much of the FISA battle in which we 
have been engaged over the weeks that 
it has taken to resolve this issue has 
been over trying to do two things: one, 
to fit this program within the separa-
tion of powers principles of the Amer-
ican system of government and, two, to 
make the rights of Americans con-
sistent with what they enjoy stateside 
in law enforcement investigations. 

This amendment is a valuable step in 
both of those directions, and it solves 
the minimization issue that had been 
in dispute. 

I appreciate very much the roles of 
Chairman ROCKEFELLER, Vice Chair-
man BOND, FBI Director Mueller, and 
DNI counsel Powell in getting us to a 
voice vote on this bipartisan amend-
ment. 

Mr. President, I ask unanimous con-
sent that amendment No. 3920, as modi-
fied, be adopted by voice vote. 

The ACTING PRESIDENT pro tem-
pore. Without objection it is so or-
dered. If there is no further debate, the 
question is on agreeing to amendment 
No. 3920, as modified. 

The amendment (No. 3920), as modi-
fied, was agreed to. 

Mr. ROCKEFELLER. I move to re-
consider the vote. 

Mr. BOND. I move to lay that motion 
on the table. 

The motion to lay on the table was 
agreed to. 

AMENDMENT NO. 3910 
The ACTING PRESIDENT pro tem-

pore. The question is now on amend-
ment No. 3910 offered by the Senator 
from California. 

The Senator from California. 
Mrs. FEINSTEIN. Mr. President, it is 

my understanding that there is 2 min-
utes evenly divided; is that correct? 

The ACTING PRESIDENT pro tem-
pore. The Senator is correct. 

Mrs. FEINSTEIN. Mr. President, the 
purpose of this amendment is to 
strengthen the legal requirement that 
FISA is the exclusive authority for the 
electronic surveillance of Americans. 
When FISA was written in 1978, it fol-
lowed 30 years of warrantless surveil-
lance of communications and tele-
grams of hundreds of thousands of 

Americans sending messages outside 
the country. This would stress that 
FISA is the legal way for the collection 
of electronic surveillance against 
Americans. 

In 2001, the administration decided 
they would not take the Terrorist Sur-
veillance Program to the FISA Court, 
that they would perform this program 
outside of FISA, and it took until Jan-
uary of 2007 to bring this within the 
confines of FISA where it is to this 
day. 

I think we need to make a strong 
statement in this bill that FISA is the 
exclusive authority for the electronic 
surveillance of all Americans, and this 
amendment aims to do that. It pro-
vides penalties for moving outside of 
the law, and I believe it would 
strengthen the opportunity to prevent 
the Chief Executive, either now or in 
the future, from moving outside of this 
law. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri. 

Mr. BOND. Mr. President, the bill be-
fore us, S. 2248, already has an exclu-
sive means provision that simply re-
states the congressional intent back in 
1978 when FISA was enacted to place 
the President at his lowest ebb of au-
thority under the Constitution, which 
gives him power over foreign intel-
ligence. Unfortunately, this amend-
ment is a significant change of the bi-
partisan provision in the Intelligence 
Committee bill, and therefore I would 
urge my colleagues to oppose it. 

During the next attack on our coun-
try or in the face of an imminent 
threat, Congress may not be in a posi-
tion to legislate an authorization. Yet 
the bottom line is, we just don’t know 
what tomorrow will bring. This provi-
sion would raise unnecessary legal con-
cerns that might impede the effective 
action of our intelligence community 
to protect this country. 

Further, because this amendment 
does not address warrantless surveil-
lance in times of war and national 
emergency following an attack on our 
country, it does not provide enough 
flexibility for intelligence collectors. I 
am concerned this will cause oper-
ational problems. 

Mr. President, I urge the defeat of 
this amendment. 

The ACTING PRESIDENT pro tem-
pore. The question is on agreeing to 
the amendment. The yeas and nays 
have been ordered. 

The Senator from West Virginia. 
Mr. ROCKEFELLER. Mr. President, I 

ask unanimous consent to speak on 
this amendment. 

The ACTING PRESIDENT pro tem-
pore. Without objection, it is so or-
dered. 

Mr. ROCKEFELLER. Mr. President, I 
strongly support this amendment. I 
think it has very good delineation be-
tween how decisions are made. The 
FISA Court needs to be a part of this. 
I urge my colleagues to support the 
amendment. 

I thank the senior Senator from Cali-
fornia for offering this amendment, and 

for all of her work on ensuring that we 
have an appropriately drafted exclu-
sivity provision. Senator FEINSTEIN’s 
amendment is critical to both our work 
on this bill and to our oversight of the 
intelligence community. 

To understand the importance of the 
Feinstein amendment, we must look at 
both existing statutes and recent 
events. 

There is already an exclusivity provi-
sion in the United States Code. It was 
enacted as part of the original Foreign 
Intelligence Surveillance Act in 1978 
and placed, where it exists now, in title 
18, the criminal law title of the United 
States Code. 

That provision makes the Foreign In-
telligence Surveillance Act and certain 
criminal wiretapping provisions the 
‘‘exclusive means by which electronic 
surveillance . . . and the interception 
of domestic wire, oral and electronic 
communications may be conducted.’’ 
Although the intent of Congress is 
clear from this language, recent his-
tory raises concerns about the ade-
quacy of this provision. 

In December of 2005, the American 
people and most of Congress learned for 
the first time that, shortly after the 
terrorist attacks of September 11, 2007, 
the President had authorized the Na-
tional Security Agency to conduct cer-
tain surveillance activities within the 
United States. 

In publicly justifying the legality of 
this program, the White House asserted 
that Congress had authorized the 
President’s program by enacting an au-
thorization for use of military force 
after September 11. 

The authorization passed on Sep-
tember 14, 2001, did not mention elec-
tronic surveillance. Nor did it mention 
any domestic intelligence activities. 
Given the nature of both the authoriza-
tion and the time in which it was 
passed, it is very unlikely that it oc-
curred to anyone in Congress that the 
President might use this authorization 
to justify his position that the existing 
statute making FISA the exclusive 
means for conducting electronic sur-
veillance no longer applied. 

I have expressed my dismay in the 
past about the legal arguments that 
the President used to justify the sur-
veillance program. We are still work-
ing through the many problems caused 
by the President’s decision to go for-
ward without input from Congress or 
the courts. 

But no matter what the President 
should have done at the time, Congress 
now has an obligation to act to prevent 
this misuse of legislation. Having fi-
nally made the right decision in early 
2007 to bring his entire program under 
the FISA Court, the President is no 
longer using the 2001 Authorization for 
the Use of military force as a justifica-
tion to disregard FISA. But we must 
ensure that neither this President nor 
a future one resurrects the discredited 
argument that the 2001 authorization 
for the use of military force is a blank 
check for such lawlessness. 
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Section 102 of the Intelligence Com-

mittee bill prevents that abuse. Sec-
tion 102 enacts an exclusivity provision 
as a new section 112 of FISA, and lists 
all statutes now in effect that con-
stitute authority for electronic surveil-
lance. This list is a clear statement of 
congressional intent: Congress did not 
intend any other presently-existing 
statutes to constitute an exception to 
FISA. 

Conspicuously absent from the exclu-
sive list is the 2001 authorization for 
the use of military force. The omission 
of the 2001 authorization from the com-
plete list that will now be enacted in 
2008 is a conclusive statement that the 
2001 authorization may never again be 
used to circumvent FISA. 

Senator FEINSTEIN’s amendment 
takes exclusivity one important step 
further. It is designed to ensure that no 
future President interprets a statute 
that does not explicitly mention elec-
tronic surveillance as an exception to 
the FISA exclusivity requirement. This 
would be an absolutely incorrect inter-
pretation of existing law. Senator 
FEINSTEIN’s amendment ensures that 
no President will again make this mis-
take. 

Senator FEINSTEIN’s amendment ad-
dresses the possible impact of future 
statutes by adding language to the ex-
clusivity section that states that only 
an express statutory authorization for 
electronic surveillance will constitute 
an additional exclusive means for elec-
tronic surveillance. 

By requiring ‘‘express statutory au-
thorization,’’ Congress anticipates that 
a statute will only constitute an excep-
tion to FISA if it explicitly discusses 
electronic surveillance. Only those 
statutes listed in the FISA exclusivity 
section of the Intelligence Committee 
bill currently meet that standard. 

The amendment therefore ensures 
that general statutes enacted in the fu-
ture do not become the basis for excep-
tions to the FISA exclusivity provi-
sion. It also applies criminal and civil 
penalties for any electronic surveil-
lance done outside of the list of author-
ized statutes. 

The Feinstein amendment being of-
fered today also resolves the oper-
ational concerns raised by the Director 
of National Intelligence about the ex-
clusivity provision in the Judiciary 
Committee’s amendment to the bill. 
Senator FEINSTEIN’s amendment does 
not include the undefined term ‘‘com-
munications information’’ and there-
fore does not bar the acquisition of in-
formation that is currently authorized 
under other statutes. 

Existing statutes as well as the cur-
rent bill provide the intelligence com-
munity with mechanisms to obtain the 
intelligence the country needs in a 
legal manner, with the oversight of the 
courts. There is no need for this Presi-
dent, or any future President, to set 
aside the lawful, well-overseen proce-
dures of FISA in favor of a secret intel-
ligence program. 

Both the Intelligence and Judiciary 
Committees have done a significant 

amount of work, on a bipartisan basis, 
to draft a bill that allows the collec-
tion of needed intelligence while still 
protecting the civil liberties of U.S. 
persons. Senator FEINSTEIN’s amend-
ment helps to make sure that this 
work will not simply be ignored by this 
President or any future President. 

Mr. BOND. Mr. President, I would 
note that the Intelligence Committee 
debated this and accepted a return to 
the original FISA exclusive means pro-
vision, which I think we should main-
tain, and I urge opposition. 

S. 2248 already has an exclusive 
means provision that is identical to the 
first part of this amendment. That pro-
vision simply restates Congress’s in-
tent back in 1978 when FISA was en-
acted to place the President at his low-
est ebb of authority in conducting 
warrantless foreign intelligence sur-
veillance. 

The current exclusive mean provision 
in S. 2248 was acceptable to all sides be-
cause it maintains the status quo with 
respect to the dispute over the Presi-
dent’s constitutional authority to au-
thorize warrantless surveillance. 

Unfortunately, this amendment is a 
significant expansion of the bipartisan 
provision in the Intelligence Commit-
tee’s bill. 

It goes further by stating that only 
an express statutory authorization for 
electronic surveillance, other than 
FISA or the criminal wiretap statutes, 
shall constitute additional exclusive 
means. 

This attempts to prohibit the Presi-
dent’s exercise of his judicially recog-
nized artic1e II authority to issue 
warrantless electronic surveillance di-
rectives. 

It also would require that future au-
thorizations for the use of military 
force, AUMFs, expressly state that 
they authorize the use of additional 
electronic surveillance. 

I am concerned that this amendment 
would tie the President’s hands fol-
lowing a national emergency or immi-
nent threat of attack on our country— 
and prevent actions or intelligence col-
lection that may be necessary for our 
safety and survival. 

While FISA currently has provisions 
that allow the President to conduct 
electronic surveillance, physical 
searches, or install pen register/trap 
and trace devices for 15 days following 
a declaration of war, these authorities 
are simply insufficient against the cur-
rent terrorist threats our country 
faces. 

Let’s think this through for a 
minute. During the next attack on our 
country, or in the face of an imminent 
threat, the Congress may not be in a 
position to legislate an express author-
ization of additional means. We may 
not be in a position to formally declare 
war against an unknown enemy. 

What if there is intelligence informa-
tion about an imminent threat of at-
tack, but Congress is in a lengthy re-
cess, over a holiday? What if there are 
simultaneous terrorist attacks across 

the country, impeding air travel so 
that Members cannot return to Wash-
ington, DC? 

The bottom line is, we just don’t 
know what tomorrow will bring. Yet 
this provision would raise unnecessary 
legal concerns that might impede effec-
tive action by the executive branch to 
protect this country. 

I have the utmost respect for Senator 
FEINSTEIN. She has played a key role in 
this FISA modernization process. 

While our views on the President’s 
constitutional authority may differ, 
she did convince me that a bipartisan 
FISA bill should restate the exclusive 
means concept in the originally en-
acted FISA statute. 

And over the past several weeks, Sen-
ator FEINSTEIN and I tried to come up 
with a further compromise, one that 
would expand this simple restatement 
but would also allow the President to 
act in the event of a national emer-
gency, or following an AUMF or dec-
laration of war. 

Unfortunately, we could not reach an 
agreement. I believe that if we are 
going to declare that the President 
should follow the current FISA frame-
work, then we need to make sure that 
that framework is flexible enough to 
address the grave threats of terrorism 
that threaten our country—and that 
means giving the President the ability 
to conduct warrantless electronic sur-
veillance, physical searches, or install-
ing pen register/trap and trace devices, 
for a reasonable period of time. This 
amendment does not provide this flexi-
bility. 

I have other concerns with this 
amendment. It would make members of 
the intelligence community who con-
duct electronic surveillance at the di-
rection of the President subject to the 
FISA criminal penalty provisions of a 
$10,000 fine and imprisonment for not 
more than 5 years. Also, it is likely 
these criminal penalties would apply to 
any service provider who assisted the 
government in conducting such elec-
tronic surveillance. 

I don’t care what the skeptics and 
critics have said about the President’s 
Terrorist Surveillance Program; the 
Constitution trumps the FISA statute. 

If a government employee—or a pro-
vider—acts under the color of the 
President’s lawful exercise of his con-
stitutional authority, that employee 
should not be subject to criminal pen-
alty. 

In my opinion, the current restate-
ment of exclusive means is fair and 
keeps the playing field level. 

Ultimately, the Supreme Court will 
decide whether Congress has the au-
thority to limit the President’s author-
ity to intercept enemy communica-
tions. 

Until then, it is my hope that we 
don’t try to tilt the balance in a way 
that we may someday come to regret. 

I urge my colleagues to vote against 
this exclusive means amendment. 

The ACTING PRESIDENT pro tem-
pore. The question is on agreeing to 
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amendment No. 3910. The clerk will 
call the roll. 

The bill clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘nay.’’ 

The ACTING PRESIDENT pro tem-
pore. Are there any other Senators in 
the Chamber desiring to vote? 

The result was announced—yeas 57, 
nays 41, as follows: 

[Rollcall Vote No. 13 Leg.] 
YEAS—57 

Akaka 
Baucus 
Bayh 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Carper 
Casey 
Collins 
Conrad 
Craig 
Dodd 
Dorgan 
Durbin 
Feingold 

Feinstein 
Hagel 
Harkin 
Inouye 
Johnson 
Kennedy 
Kerry 
Klobuchar 
Kohl 
Landrieu 
Lautenberg 
Leahy 
Levin 
Lincoln 
McCaskill 
Menendez 
Mikulski 
Murkowski 
Murray 

Nelson (FL) 
Obama 
Pryor 
Reed 
Reid 
Rockefeller 
Salazar 
Sanders 
Schumer 
Smith 
Snowe 
Specter 
Stabenow 
Sununu 
Tester 
Voinovich 
Webb 
Whitehouse 
Wyden 

NAYS—41 

Alexander 
Allard 
Barrasso 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Chambliss 
Coburn 
Cochran 
Coleman 
Corker 
Cornyn 

Crapo 
DeMint 
Dole 
Domenici 
Ensign 
Enzi 
Grassley 
Gregg 
Hatch 
Hutchison 
Inhofe 
Isakson 
Kyl 
Lieberman 

Lugar 
Martinez 
McCain 
McConnell 
Nelson (NE) 
Roberts 
Sessions 
Shelby 
Stevens 
Thune 
Vitter 
Warner 
Wicker 

NOT VOTING—2 

Clinton Graham 

The ACTING PRESIDENT pro tem-
pore. Under the previous order requir-
ing 60 votes for the adoption of this 
amendment, the amendment is with-
drawn. 

AMENDMENT NO. 3979 
There will now be 2 minutes of debate 

equally divided on amendment No. 3979 
offered by the Senator from Wisconsin, 
Mr. FEINGOLD. 

Mr. FEINGOLD. Mr. President, the 
Feingold-Webb-Tester amendment lets 
the Government get the information it 
needs about terrorists and about purely 
foreign communications, while pro-
viding additional checks and balances 
for communications between people in 
the United States and their overseas 
family members, friends, and business 
colleagues. 

It has the support of nine cosponsors. 
All this amendment does is require the 
Government to take extra steps to pro-
tect the privacy of Americans on U.S. 
soil when it knows it has collected 
their communications. 

This amendment in no way hampers 
our fight against al-Qaida and its affili-

ates. This is not about whether we will 
be effective in combatting terrorism. 
This is about whether Americans at 
home deserve more privacy protections 
than foreigners overseas. 

This is about separation of power, 
whether anyone outside the executive 
branch will oversee what the Govern-
ment is doing with all the communica-
tions of Americans it collects inside 
the United States. I urge my colleagues 
to support the amendment. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri. 

Mr. BOND. Mr. President, the pur-
pose of this bill is to make sure we are 
able to get information when we target 
a foreign terrorist overseas. 

This applies a different standard to 
someone in the United States who may 
be picked up on one of those calls than 
we apply within our own country. If 
the FBI gets a warrant to listen in on 
a drug dealer and that drug dealer has 
lots of conversations, if the drug dealer 
is talking about a criminal operation, 
then the FBI acts on it. If it is inno-
cent, the FBI, the interceptors mini-
mize or suppress that evidence, they do 
not sequester it, they do not have to go 
through the hoops that are required for 
a recipient of a telephone call from a 
foreign terrorist overseas. 

There is no reason why, when we 
have no challenges and no question 
that minimization is adequate to pro-
tect innocent Americans, that they 
need a higher level of protection when 
they are talking to a foreign terrorist 
than when they are talking to a U.S. 
drug dealer. 

I urge the defeat of this amendment. 
Mr. ROCKEFELLER. Mr. President, I 

ask unanimous consent for 5 minutes. 
The ACTING PRESIDENT pro tem-

pore. Without objection, it is so or-
dered. 

Mr. ROCKEFELLER. Mr. President, I 
strongly oppose this amendment. 

This amendment would prohibit the 
Government from acquiring any com-
munication under title VII of the bill if 
the Government knows before or at the 
time of acquisition that the commu-
nication is to or from a person reason-
ably believed to be located in the 
United States, unless the Government 
follows the sequestration procedures 
set forth in the legislation. 

I see a number of problems with this 
amendment and I strongly oppose it. 

I am afraid that the practical effect 
of this amendment would be to restrict 
the scope of the collection authority 
under the bill to international ter-
rorism. Under the terms of this amend-
ment, no other important foreign pol-
icy or national security target could be 
pursued unless the Government goes 
through a process that appears to be 
basically unworkable. 

Neither the Intelligence Committee 
nor the Judiciary Committee limited 
the scope of the authority in this bill 
to international terrorism. Both com-
mittees anticipated that the flexibility 
provided by this bill could be used 
against the gamut of foreign targets 

overseas with respect to proliferation, 
weapons development, the clandestine 
intelligence activities of our enemies, 
and other priorities. The full Senate 
should not limit the scope of this bill 
to one area of foreign intelligence. 

A second problem with this amend-
ment is the new, cumbersome proce-
dures it would impose involving the se-
questration of information if the com-
munication is to or from a person in 
the United States. The amendment 
seems to require that the Attorney 
General must make an application to 
the FISA Court to have access to this 
information for more than 7 days, even 
if the communication, for instance, 
concerns international terrorist activi-
ties directed against the United States. 

While I share the Senator’s goal of 
protecting the privacy interests of 
Americans, I am afraid this amend-
ment is unworkable. 

It bears repeating that what we are 
trying to do in S. 2248 is modernize the 
Foreign Intelligence Surveillance Act 
so that FISA Court orders are not re-
quired when the Government is tar-
geting non-U.S. persons overseas to 
collect foreign intelligence informa-
tion. And we are trying to do this in a 
way that protects the privacy interests 
of U.S. persons. 

We thus have included in S. 2248 nu-
merous protections for U.S. persons— 
both when they are the specific targets 
of Government surveillance and when 
their communications are intercepted 
as the incidental result of the Govern-
ment acquiring the communications of 
a foreign target. 

The Feingold sequestration amend-
ment does not achieve the appropriate 
balance of privacy and national secu-
rity. It appears to me that require-
ments already in S. 2248, including the 
requirement that minimization proce-
dures for this collection activity be ap-
proved by the FISA Court, represent a 
much better approach for balancing the 
national security and the privacy in-
terests of U.S. persons. 

I urge the amendment be defeated. 
The ACTING PRESIDENT pro tem-

pore. The question is on agreeing to 
the amendment. 

Mr. FEINGOLD. Mr. President, I ask 
for the yeas and nays. 

The ACTING PRESIDENT pro tem-
pore. Is there a sufficient second? 

There appears to be a sufficient sec-
ond. The clerk will call the roll. 

The legislative clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘nay.’’ 

The ACTING PRESIDENT pro tem-
pore. Are there any other Senators in 
the Chamber desiring to vote? 

The result was announced—yeas 35, 
nays 63, as follows: 
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[Rollcall Vote No. 14 Leg.] 

YEAS—35 

Akaka 
Baucus 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Dodd 
Dorgan 

Durbin 
Feingold 
Harkin 
Kennedy 
Kerry 
Klobuchar 
Kohl 
Lautenberg 
Leahy 
McCaskill 
Menendez 
Murray 

Obama 
Reed 
Reid 
Salazar 
Sanders 
Schumer 
Stabenow 
Tester 
Webb 
Whitehouse 
Wyden 

NAYS—63 

Alexander 
Allard 
Barrasso 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dole 
Domenici 
Ensign 
Enzi 
Feinstein 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kyl 
Landrieu 
Levin 
Lieberman 
Lincoln 
Lugar 
Martinez 

McCain 
McConnell 
Mikulski 
Murkowski 
Nelson (FL) 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Sessions 
Shelby 
Smith 
Snowe 
Specter 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Wicker 

NOT VOTING—2 

Clinton Graham 

The amendment (No. 3979) was re-
jected. 

Mr. BOND. I move to reconsider the 
vote. 

Mr. LEAHY. I move to lay that mo-
tion on the table. 

The motion to lay on the table was 
agreed to. 

AMENDMENT NO. 3907 
The ACTING PRESIDENT pro tem-

pore. The question is on agreeing to 
amendment No. 3907 offered by the Sen-
ator from Connecticut, Mr. DODD. 
There are 2 minutes of debate time 
equally divided, and the time on the re-
maining amendments will be strictly 
enforced. 

The Senator from Connecticut. 
Mr. DODD. Mr. President, let me, 

first of all, thank my colleague from 
Wisconsin, Senator FEINGOLD, for his 
cosponsorship of this amendment, 
along with a number of other Members 
of this body who have joined us in this 
effort. 

I thank the chairman and ranking 
member. My colleagues should know, 
initially the administration sought to 
grant immunity to all participants in 
this telecommunications surveillance 
program. The chairman and ranking 
member disagreed with that. However, 
they have provided retroactive immu-
nity to some 16 phone companies. One 
of the phone companies refused, of 
course, to comply with this 5-year sur-
veillance program that was granted 
without a warrant, without a court 
order. 

I believe it is dangerous in setting a 
precedent for us today to grant that 
retroactive immunity without insist-
ing the courts—as they are designed to 
do—should determine the legality or il-
legality of this program. 

There are four committees of the 
U.S. Congress that have considered this 
issue. Three of the committees have re-
jected retroactive immunity. Only the 
Intelligence Committee of this body 
has decided to include it. I believe we 
ought to strike that provision and 
allow the court to do its job. That is 
what this amendment does, and I urge 
its adoption. 

The ACTING PRESIDENT pro tem-
pore. Who yields time? 

The Senator from Missouri. 
Mr. BOND. Mr. President, this car-

rier liability provision is an essential 
part of this bill. If we permit lawsuits 
to go ahead against carriers alleged to 
have participated in the program, there 
will be more disclosures in discoveries 
and pleadings of the means of col-
lecting information, disclosing our 
most vital methods of collecting infor-
mation. 

Secondly, if we permit the carriers 
that may or may not have participated 
to be sued in court, then the most im-
portant partners the Government has— 
the private sector—will be discouraged 
from assisting us in the future. 

The Intelligence Committee—the one 
committee that has looked at this—re-
viewed it and said these companies 
acted in good faith and, therefore, we 
should give them retroactive immu-
nity. 

I yield the remainder of my time to 
the distinguished chairman. 

The ACTING PRESIDENT pro tem-
pore. The Senator from West Virginia. 

Mr. ROCKEFELLER. Mr. President, I 
strongly oppose this amendment. It is, 
of course, the whole shooting match. 
Substitution was brought up in the Ju-
diciary Committee, and it was de-
feated. This, I believe, is the right way 
to go for the security of the Nation. 

Mr. President, Senators DODD and 
FEINGOLD have offered an amendment 
to strike title II of the Intelligence 
Committee bill. 

Title II addresses, in the narrowest 
way possible, a number of different un-
derlying issues related to the past and 
future cooperation of providers. Any 
suggestion that it deals only with li-
ability protection for providers related 
to the President’s program fails to con-
sider the title of the bill as a whole. 

Unlike the Government’s initial im-
munity proposals, title II does not try 
to address all of the different kinds of 
problems in one sweeping immunity 
provision that might provide immunity 
in situations where it is not deserved. 
Instead, it addresses each problem indi-
vidually. 

Let’s look at the first problem. Under 
existing law, providers are entitled to 
protection from suit if they act pursu-
ant to a FISA court order or if they re-
ceive a particular certification from 
the Attorney General. Senators DODD 
and FEINGOLD point to this existing im-
munity provision— which may be based 
solely on the certification of the Attor-
ney General—to suggest that no fur-
ther immunity is needed. But this sug-
gestion ignores the situation in the 
current lawsuits. 

The Government has not allowed the 
providers who have been sued to pub-
licly disclose whether or not they as-
sisted the Government. Providers, 
therefore, cannot reveal whether they 
are already entitled to immunity, or 
even whether they declined to cooper-
ate with the intelligence community. 

In other words, even those providers 
who were not involved in the Presi-
dent’s program or who acted only pur-
suant to a valid court order cannot ex-
tricate themselves from these lawsuits. 

Section 203 of the Intelligence Com-
mittee bill, therefore, creates a mecha-
nism within FISA that allows courts to 
review whether providers should be en-
titled to immunity under existing law, 
without revealing whether or not the 
provider assisted the intelligence com-
munity. The Dodd-Feingold amend-
ment to strike title II strikes this pro-
vision, which protects those providers 
who indisputably complied with exist-
ing law. 

There is a second problem that has 
not been widely discussed. Providers 
are currently subject to investigations 
by State public utilities commissions, 
which seek information about the rela-
tionship between the providers and 
Federal Government. 

These State investigations essen-
tially seek to force disclosure of classi-
fied information about the nature and 
extent of the information obtained by 
the intelligence community from com-
munication providers. This inquiry 
into the conduct of the Federal Gov-
ernment is not an appropriate area for 
State regulation. 

Section 204 of the Intelligence Com-
mittee bill, therefore, creates a new 
section of FISA that preempts State 
investigations that seek to force dis-
closure of classified information about 
the conduct of the Federal intelligence 
relationship between the provider and 
the intelligence community. 

Finally, section 202 provides retro-
spective immunity for the participa-
tion of telecommunication companies 
in the President’s warrantless surveil-
lance program. We need to be very 
clear on the parameters of this section. 
It does not simply clean the slate for 
the actions of communications pro-
viders in the aftermath of 9/11. 

In order for a provider to obtain li-
ability protection, the Attorney Gen-
eral must certify that a company’s ac-
tions were based on written assurances 
of legality, and were related to a com-
munications intelligence activity au-
thorized in the relevant time period. 

Because these certifications require 
the Attorney General to have deter-
mined that legal requirements have 
been met and that the program was de-
signed to detect or prevent a terrorist 
attack, an area where assistance would 
clearly be required, they parallel exist-
ing statutory requirements for immu-
nity. Before immunity can be granted, 
the bill also requires the court to con-
duct a case-by-case review to ensure 
that the Attorney General did not 
abuse his discretion. 
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It is important to understand why 

the Intelligence Committee included 
this provision in our bill. After hearing 
from witnesses and reviewing docu-
ments, the committee concluded that 
the providers who assisted the Govern-
ment acted in good faith, with a desire 
to help the country prevent another 
terrorist attack like those committed 
on September 11, 2001. 

Even more importantly, however, the 
committee recognized that, because of 
the ongoing lawsuits, providers have 
become increasingly reluctant to assist 
the Government in the future. Given 
the degree to which our law enforce-
ment agencies and intelligence commu-
nity need the cooperation of the pri-
vate sector to obtain intelligence, this 
was simply an unacceptable outcome. 

Senators DODD and FEINGOLD have 
suggested that including the provision 
on liability protection as part of the 
bill is a sign of support for the Presi-
dent’s program. It is not. It is simply a 
mechanism to ensure that account-
ability for the President’s program lies 
with those who are truly responsible 
for it: The Government officials who 
represented to these companies that 
their actions were in accordance with 
the law. And it is a way to ensure that 
the intelligence community obtains 
the assistance it needs from the private 
sector to keep us safe. 

The question of whether the Presi-
dent’s warrantless surveillance pro-
gram was legal, or whether it violated 
constitutional rights, can and must be 
answered. Likewise, if administration 
officials improperly violated the pri-
vacy of innocent U.S. persons by con-
ducting this warrantless surveillance, 
they should be held accountable. 

But suing private companies who 
may have cooperated with the Govern-
ment is neither an appropriate ac-
countability mechanism nor the best 
way to obtain answers to questions 
about the legality of the program, nor 
is it the appropriate way to encourage 
public disclosure of information about 
the program. 

The Intelligence Committee’s bill 
does not prevent Congress from con-
ducting its own oversight of these 
issues, or even from creating alter-
native mechanisms to seek those an-
swers. It also allows suits against the 
Government to go forward. 

I encourage my colleagues to come 
up with appropriate alternatives for re-
view of the President’s program; alter-
natives that will ensure both that the 
story of the President’s program is 
made available to the public in a man-
ner consistent with the protection of 
national security information and that 
Government officials are held account-
able for any wrongdoing in which they 
may have been involved. 

What we must not do, however, is to 
make companies that cooperated with 
the Government in good faith bear the 
brunt of our anger towards the Presi-
dent and other Government officials 
about the warrantless surveillance pro-
gram; our intelligence community’s fu-

ture relationship with the private sec-
tor is simply too important. 

Protection from liability is simply a 
way to ensure that the next President 
has the cooperation of these companies 
both to obtain intelligence to protect 
the country and to protect the privacy 
interests of U.S. persons. 

I, therefore, urge you to oppose the 
Dodd-Feingold amendment. 

The ACTING PRESIDENT pro tem-
pore. The question is on agreeing to 
the amendment. 

Mr. DODD. Mr. President, I ask for 
the yeas and nays. 

The ACTING PRESIDENT pro tem-
pore. Is there a sufficient second? 
There is a sufficient second. 

The clerk will call the roll. 
The bill clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘nay.’’ 

The ACTING PRESIDENT pro tem-
pore. Are there any other Senators in 
the Chamber desiring to vote? 

The result was announced—yeas 31, 
nays 67, as follows: 

[Rollcall Vote No. 15 Leg.] 

YEAS—31 

Akaka 
Baucus 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Dodd 

Dorgan 
Durbin 
Feingold 
Harkin 
Kennedy 
Kerry 
Klobuchar 
Lautenberg 
Leahy 
Levin 
Menendez 

Murray 
Obama 
Reed 
Reid 
Sanders 
Schumer 
Tester 
Whitehouse 
Wyden 

NAYS—67 

Alexander 
Allard 
Barrasso 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 
Dole 
Domenici 

Ensign 
Enzi 
Feinstein 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kohl 
Kyl 
Landrieu 
Lieberman 
Lincoln 
Lugar 
Martinez 
McCain 
McCaskill 
McConnell 
Mikulski 

Murkowski 
Nelson (FL) 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Salazar 
Sessions 
Shelby 
Smith 
Snowe 
Specter 
Stabenow 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Webb 
Wicker 

NOT VOTING—2 

Clinton Graham 

The amendment (No. 3907) was re-
jected. 

Mr. ROCKEFELLER. Mr. President, I 
move to reconsider the vote, and I 
move to lay that motion on the table. 

The motion to table was agreed to. 
AMENDMENT NO. 3912 

The ACTING PRESIDENT pro tem-
pore. The question is on agreeing to 
amendment No. 3912, offered by Mr. 

FEINGOLD of Wisconsin. There are 2 
minutes of debate evenly divided. 

The Senator from Wisconsin is recog-
nized. 

Mr. FEINGOLD. Mr. President, this 
amendment was approved by the Sen-
ate Judiciary Committee. It ensures 
that in implementing the new authori-
ties provided in the bill, the Govern-
ment is acquiring the communications 
of targets from whom it seeks to ob-
tain foreign intelligence information 
and that it is not indiscriminately col-
lecting all communications between 
the United States and overseas. 

This amendment is necessary because 
of the vast and overbroad authorities 
provided by the PAA in this bill. In 
public testimony, the DNI stated that 
the PAA could authorize this type of 
bulk collection and could cover every 
communication between Americans in-
side the United States, in Europe, in 
South America, or the entire world. He 
also said that the Government is not 
actually engaging in this type of broad 
bulk collection but that it would be 
‘‘desirable.’’ 

This amendment would not impede in 
any way collection in support of mili-
tary operations, as the opponents con-
tinue to falsely assert. This extremely 
modest amendment would, however, 
oppose a massive bulk collection drag-
net, which Chairman ROCKEFELLER has 
even acknowledged would violate the 
Constitution. 

I urge support for the amendment. 
Mr. ROCKEFELLER. Mr. President, I 

oppose this amendment. 
The Senator from Wisconsin is offer-

ing an amendment that he argues will 
prevent what he calls ‘‘bulk collec-
tion.’’ The amendment is intended, as 
described by the Senator from Wis-
consin, to ensure that this bill is not 
used by the Government to collect the 
contents of all the international com-
munications between the United States 
and the rest of the world. The Senator 
argues that his amendment will pre-
vent ‘‘bulk collection’’ by requiring the 
Government to have some foreign in-
telligence interest in the overseas 
party to the communications it is col-
lecting. 

I regret to say that I must oppose 
this amendment. I do not believe it is 
necessary. I do believe as drafted the 
amendment will interfere with legiti-
mate intelligence operations that pro-
tect the national security and the lives 
of Americans. 

In considering amendments today, we 
need to consider whether an amend-
ment would provide additional protec-
tions for U.S. persons and whether it 
would needlessly inhibit vital foreign 
intelligence collection. I do not believe 
the amendment as drafted provides ad-
ditional protections. Furthermore, in-
telligence professionals have expressed 
their concern that this amendment 
would interfere with vital intelligence 
operations and there are important 
classified reasons underlying that con-
cern. 
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Let us review the reasons why the 

amendment is unnecessary: first, bulk 
collection resulting in a dragnet of all 
of the international communications of 
U.S. persons would probably be unrea-
sonable of the fourth amendment. No 
bill passed by the Senate may author-
ize what the fourth amendment pro-
hibits. What is more, the committee 
bill, in fact, explicitly provides that ac-
quisitions authorized under the bill are 
to be conducted in a manner consistent 
with the fourth amendment. 

Second, the committee bill stipulates 
that acquisitions under this authority 
cannot intentionally target any person 
known to be located in the United 
States. And, to target a U.S. person 
outside the United States, the govern-
ment must get approval from the FISA 
Court. 

Third, the committee bill increases 
the role of the FISA Court in super-
vising the acquisition activities of the 
Government. The bill requires Court 
approval of minimization procedures 
that protect U.S. person information. 
It maintains the prior requirement of 
Court approval of targeting procedures. 

In the unlikely event that the FISA 
Court would give its approval to tar-
geting procedures and minimization 
procedures that allowed the Govern-
ment to engage in unconstitutional 
bulk collection, the committee bill 
also strengthens oversight mechanisms 
in the executive and legislative 
branches. These mechanisms are in-
tended to ensure such activity is de-
tected and prevented. 

The sponsor of the amendment says 
that his amendment only requires the 
Government to certify to the FISA 
Court that it is collecting communica-
tions of targets for whom there is a for-
eign intelligence interest. 

But the committee bill already re-
quires the Attorney General and the 
Director of National Intelligence to 
certify to the FISA Court that the ac-
quisition authorized under the bill is 
targeted at persons outside the United 
States in order to obtain foreign intel-
ligence information. 

Because the remedy does not improve 
upon the protections in the bill for 
Americans, and places new burdens on 
the surveillance of foreign targets 
overseas, I thus oppose the amendment 
and urge it be rejected. 

The ACTING PRESIDENT pro tem-
pore. The Senator from Missouri is rec-
ognized. 

Mr. BOND. Mr. President, there is a 
clear delineation in this bill. We per-
mit targeting of foreign terrorists 
overseas, or Americans, with a court 
order. This doesn’t permit listening in 
on bulk collections of communications 
involving innocent Americans. The 
only American who is going to be lis-
tened in on is one calling to or receiv-
ing a call from a terrorist. 

I urge defeat of this amendment. 
The ACTING PRESIDENT pro tem-

pore. The question is on agreeing to 
amendment No. 3912. 

Mr. FEINGOLD. Mr. President, I ask 
for the yeas and nays. 

The ACTING PRESIDENT pro tem-
pore. Is there a sufficient second? 
There is a sufficient second. 

The clerk will call the roll. 
The legislative clerk called the roll. 
Mr. DURBIN, I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senators are 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM) and the 
Senator from Idaho (Mr. CRAIG). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘nay.’’ 

The PRESIDING OFFICER (Mr. 
CASEY). Are there any other Senators 
in the Chamber desiring to vote? 

The result was announced—yeas 37, 
nays 60, as follows: 

[Rollcall Vote No. 16 Leg.] 
YEAS—37 

Akaka 
Baucus 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Conrad 
Dodd 
Dorgan 

Durbin 
Feingold 
Feinstein 
Harkin 
Kennedy 
Kerry 
Klobuchar 
Kohl 
Lautenberg 
Leahy 
Levin 
McCaskill 
Menendez 

Murray 
Obama 
Reed 
Reid 
Salazar 
Sanders 
Schumer 
Stabenow 
Tester 
Whitehouse 
Wyden 

NAYS—60 

Alexander 
Allard 
Barrasso 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Corker 
Cornyn 
Crapo 
DeMint 
Dole 

Domenici 
Ensign 
Enzi 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kyl 
Landrieu 
Lieberman 
Lincoln 
Lugar 
Martinez 
McCain 
McConnell 

Mikulski 
Murkowski 
Nelson (FL) 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Sessions 
Shelby 
Smith 
Snowe 
Specter 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Webb 
Wicker 

NOT VOTING—3 

Clinton Craig Graham 

The amendment (No. 3912) was re-
jected. 

Mr. BOND. I move to reconsider the 
vote. 

Mr. ROCKEFELLER. I move to lay 
that motion on the table. 

The motion to lay on the table was 
agreed to. 

AMENDMENT NO. 3938 
The PRESIDING OFFICER. The 

question is on agreeing to amendment 
No. 3938 offered by the Senator from 
Missouri. 

Mr. BOND. Mr. President, with the 
distinguished chairman of the com-
mittee, we offer this amendment re-
sponding to a request made by the Di-
rector of National Intelligence when he 
sent up his recommendations to us last 
April. He and the Attorney General 
strongly support this amendment be-
cause it adds proliferators of weapons 
of mass destruction to the definition in 
FISA of agent of a foreign power, for-
eign intelligence information, use of 

information, and physical searches. 
This amendment applies only to non- 
U.S. persons. 

Making these definitional changes 
will allow the Government to target 
for surveillance those who seek to 
spread this dangerous technology and 
will enable the intelligence community 
to share information with other agen-
cies. It remains a central concern for 
our national security, whether done by 
terrorists, criminals or other nations. 

I believe we can accept this amend-
ment on a voice vote. I turn to my dis-
tinguished chairman for his comments. 

The PRESIDING OFFICER. The Sen-
ator from West Virginia. 

Mr. ROCKEFELLER. Mr. President, I 
support this amendment. 

It closes a gap in the Foreign Intel-
ligence Surveillance Act. The amend-
ment expands the definition of certain 
key terms in the law in order to en-
hance the Government’s ability to ob-
tain FISA coverage of individuals in-
volved in the international prolifera-
tion of weapons of mass destruction. 

Although the international prolifera-
tion of WMD is one of the most serious 
threats facing the nation, the Govern-
ment cannot now get a FISA Court 
order for individuals believed to be en-
gaged in international proliferation of 
weapons of mass destruction unless the 
Government can also show a close link 
between the trafficker and a foreign 
Government or an international ter-
rorist organization. 

Too often, this connection only be-
comes clear at the completion of the 
target’s proliferation activity. With 
this amendment, the Government will 
be able to conduct electronic surveil-
lance and physical searches, with a 
FISA Court order, at a much earlier 
stage in an individual’s proliferation 
activities. 

It should be understood that this 
amendment is intended to broaden 
FISA coverage only in those instances 
in which the individual is involved in 
international proliferation activities. 
The amendment is intended to cover 
those who are engaged in activities in-
volving proliferation of weapons of 
mass destruction, which include under 
the terms of the amendment biological, 
chemical and radiological weapons and 
destructive devices that are intended 
to or that actually do have a capability 
to cause death or serious bodily injury 
to a significant number of people. 

This amendment will enhance our ef-
forts to acquire foreign intelligence in-
formation to detect and disrupt the 
international proliferation of weapons 
of mass destruction. 

The vice chairman is to be applauded 
for addressing this issue and I urge pas-
sage. 

Mr. FEINGOLD. Mr. President, I 
must oppose Bond amendment No. 3938. 
I do not object to expanding FISA to 
cover dangerous individuals involved in 
the international proliferation of weap-
ons of mass destruction, which is the 
primary goal of this amendment. 

But this amendment is drafted in 
such a way that its effect would be 
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much broader and could result in wire-
taps issued by the secret FISA Court 
being directed at U.S. companies and 
U.S. universities that are engaged in 
perfectly legal research efforts or that 
are legally and legitimately working 
with materials that have multiple pur-
poses and that aren’t intended to be 
used for weaponry at all. 

In fact, the American Library Asso-
ciation and the Association of Re-
search Libraries have expressed serious 
concern about this amendment. Here is 
what they said: ‘‘While we can appre-
ciate the concerns for those wanting 
FISA to address the issues of inter-
national proliferation of WMDs, the 
language appears to also expose to se-
cret wiretaps those U.S. academic re-
searchers, universities and companies 
doing legal research into conventional 
and chemical/biological weapons.’’ Mr. 
President, that is simply not accept-
able. 

Let me be clear: This amendment ex-
pands the core provisions of FISA that 
authorize wiretaps and secret searches 
of the homes and offices of people in-
side the United States. This is not 
about extending the new authorities 
provided in the Protect America Act 
and reauthorized by the Intelligence 
Committee bill. 

It is one thing to permit secret court- 
ordered foreign intelligence wiretaps of 
people in this country who are inten-
tionally engaged in the international 
proliferation of WMD. But because of 
the way this amendment is drafted, it 
would go far beyond just authorizing 
wiretaps for these types of dangerous 
criminals. 

The biggest problem with the amend-
ment is that it does not require that 
the people being wiretapped be in-
volved in any criminal activity. This 
means that companies and individuals 
engaged in perfectly legal and legiti-
mate biological, chemical, nuclear or 
other research could be wiretapped 
under this provision. 

I don’t understand this. Under FISA 
today, while foreign government offi-
cials can be surveilled to gain foreign 
intelligence even if they are not break-
ing the law, foreign terrorist suspects 
not associated with a government who 
are in the United States can only be 
wiretapped if they are involved in 
criminal activities. That requirement 
helps ensure that innocent people en-
gaged in, say, legal protest activities 
aren’t subject to FISA. And I know of 
no complaints about that requirement. 

This amendment, on the other hand, 
doesn’t require any suspicion of crimi-
nal wrongdoing. It does not even re-
quire that the target know that they 
might be contributing to proliferation. 
Worse yet, it does not even define 
international proliferation. So how can 
we know what activity might trigger 
the use of this most intrusive of inves-
tigation techniques against an indi-
vidual in the United States? What does 
international proliferation mean for 
purposes of this authority? 

I certainly don’t know the answer to 
that, and there is nothing in this 

amendment to answer it. And without 
a requirement that the proliferation 
must be illegal under U.S. law, I am se-
riously concerned that this could cover 
entities doing perfectly legal, aca-
demic, chemical, biological or nuclear 
research, or even research on conven-
tional weapons like grenades and 
bombs. It could also cover legitimate 
companies manufacturing dual-purpose 
goods, component parts or precursors 
that could be used for weapons if they 
fell into the wrong hands. 

We can easily fix this problem with 
the amendment. It would be quite sim-
ple to add language virtually identical 
to that already included in FISA with 
respect to international terrorism, 
simply stating that international pro-
liferation of WMD only covers activi-
ties that violate U.S. criminal laws or 
would be criminal if committed within 
U.S. jurisdiction. I even proposed lan-
guage to this effect to the Senator 
from Missouri, hoping that we could 
work out our differences on this 
amendment and not require the full 
Senate to vote on it. But my modest 
proposal was rejected, for reasons I fail 
to understand. What I do understand is 
that if the proponents of this amend-
ment refuse to include language lim-
iting it to people committing crimes, 
that makes me even more concerned 
about what is intended and how this is 
going to be used. There are other 
changes, as well, that could bring the 
scope of the amendment into line with 
the justification for it, but none of my 
suggestions were accepted. 

Some may argue that we should not 
worry about this expansion of FISA be-
cause it only applies to foreigners vis-
iting the United States, sometimes re-
ferred to as ‘‘non-U.S. persons.’’ But on 
the face of the amendment, that is not 
at all clear. This is because the amend-
ment expands the definition of ‘‘foreign 
power’’ under FISA to cover any entity 
involved in international proliferation 
of WMD, regardless of whether it is in-
corporated in the United States or how 
many Americans work there. And any 
foreign power can be wiretapped or 
searched under the plain provisions of 
FISA, regardless of whether it is break-
ing the law. 

Even if the amendment were limited 
to non-U.S. persons, U.S. companies, 
and universities hire any number of 
people who are here on work or study 
visas and who are not considered ‘‘U.S. 
persons.’’ When those people are here 
in the United States, they are fully 
protected by the fourth amendment. So 
why should those individuals be subject 
to secret court-ordered wiretaps and 
searches of their offices when they 
have done nothing illegal? And won’t 
this affect the ability of U.S. compa-
nies and universities to recruit the best 
foreign talent to come and work for 
them? 

I realize this all may seem very tech-
nical, but let me repeat the upshot: 
What all of this means is that, under 
this amendment, U.S. companies and 
U.S. universities conducting perfectly 

legal and legitimate activities—mean-
ing they are doing nothing wrong— 
could be considered ‘‘foreign powers’’ 
under FISA and subject to court-or-
dered secret wiretaps in this country 
without any suspicion of wrongdoing. 
This has left organizations like the 
American Library Association and the 
Association of Research Libraries with 
very serious concerns about the amend-
ment. 

Mr. President, I would have been 
willing to adopt this amendment if it 
could have been modified to address 
some of these concerns. But it would be 
my preference not to address this com-
plex issue in this legislation. The re-
sponsible thing to do would be to en-
gage in further study so we know we 
have the right solution to this prob-
lem. But if we are going to take on this 
issue here, today, let’s at least do it in 
a responsible, targeted way. 

We have heard a lot about unin-
tended consequences throughout the 
debate on this bill. I believe this 
amendment will have serious unin-
tended consequences, and I think it 
would benefit all of us to study the 
issue further. But if that is not pos-
sible, we should at a minimum try to 
limit the effect of the amendment to 
the dangerous criminals who are the 
reason for this expansion of FISA. The 
Bond amendment does not do that. 

The PRESIDING OFFICER. The 
question is on agreeing to amendment 
No. 3938. 

The amendment (No. 3938) was agreed 
to. 

Mr. BOND. I move to reconsider the 
vote. 

Mr. ROCKEFELLER. I move to lay 
that motion on the table. 

The motion to lay on the table was 
agreed to. 

AMENDMENT NO. 3927 
The PRESIDING OFFICER. The 

question is on agreeing to amendment 
No. 3927 offered by the Senator from 
Pennsylvania. 

Mr. SPECTER. Mr. President, this 
amendment substitutes the Govern-
ment for the party defendant in place 
of the telephone companies. It is de-
signed to maintain some check and 
balance on the executive because Con-
gress has been totally ineffective to do 
so. 

It accomplishes both purposes. It 
keeps the program going to gain intel-
ligence information necessary for na-
tional defense, but it maintains the 
courts being open as a check and bal-
ance. 

I yield to Senator WHITEHOUSE. 
The PRESIDING OFFICER. The Sen-

ator from Rhode Island. 
Mr. WHITEHOUSE. Mr. President, if 

we vote for retroactive immunity, we 
violate the rule of law taking away le-
gitimate claims in legitimate litiga-
tion in a manner that is unprecedented 
and unconstitutional. If on the other 
hand we do nothing, we leave American 
companies gagged by the state secrets 
privilege in ongoing litigation. 

This amendment is a sensible, fair, 
bipartisan alternative that takes away 
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no rights, that follows the Federal 
Rules of Civil Procedure, that honors 
the separation of powers principles and 
leaves no litigant gagged by the Gov-
ernment. 

Please support the amendment. 
The PRESIDING OFFICER. All time 

has expired. Who yields time in opposi-
tion? The Senator from West Virginia. 

Mr. ROCKEFELLER. Mr. President, 
the distinguished ranking member of 
the Judiciary Committee, Senator 
SPECTER, has offered an amendment 
proposing to substitute the govern-
ment for the providers in the ongoing 
civil lawsuits. 

I appreciate and agree with the senti-
ment of Senator SPECTER and Senator 
WHITEHOUSE that the government—not 
the providers who operated in good 
faith with them—should be held re-
sponsible for the legal fallout from the 
President’s warrantless surveillance 
program. But this amendment lays out 
a remarkably complicated litigation 
procedure that is unlikely to achieve 
any meaningful review of the Presi-
dent’s program. 

Under this amendment, if the Attor-
ney General submits a certification to 
the district court that an individual 
carrier provided assistance in connec-
tion with the President’s program or 
did not provide assistance, the district 
court certifies a question to the FISA 
Court. 

The FISA Court is then required to 
determine whether the carrier cooper-
ated with existing law, or acted in good 
faith and pursuant to an objectively 
reasonable belief that the written re-
quest was legal. If the FISA Court 
makes that finding, the government is 
substituted for the carrier in the dis-
trict court. 

At that point, litigation continues 
against the government under several 
different possible statutes, and the pro-
vider is dismissed from the suit. The 
plaintiffs may, however, seek dis-
covery—that is, documents, witness 
testimony, and other information— 
from the providers who were originally 
named in the lawsuit. 

This complicated procedure raises a 
number of concerns both about the de-
termination by the FISA Court and the 
resolution of the lawsuits after the 
government is substituted. 

As an initial matter, it is unclear 
why the cases would need to be trans-
ferred to the FISA Court for a deter-
mination of good faith. The Intel-
ligence Committee has already made 
an assessment of the good faith of the 
cooperating providers. The possibility 
of a court—rather than the Congress— 
making the good faith determination is 
particularly relevant to an amendment 
offered by Senator FEINSTEIN, and I am 
sure we will discuss it further. 

But even if Congress seeks to have a 
court, rather than Congress, make a 
determination of good faith, having 
that.determination made in the FISA 
Court unnecessarily complicates the 
process. The FISA Court is not a stand-
ard factfinding trial court; it does not 

hear from witnesses, take evidence, or 
assess the ‘‘good faith’’ of private par-
ties. The FISA Court is simply not set 
up to make factual determinations 
that impact civil lawsuits. 

Nor does transferring the cases to the 
FISA Court help the plaintiffs in these 
cases. They are not entitled to hear the 
classified information concerning the 
good faith of the providers, and they 
will not be involved in the debate. 

In addition, although a finding of 
good faith would normally result in 
dismissal of the lawsuits, under this 
proposal, the providers would still po-
tentially have the burden of producing 
documents and witnesses. Thus, be-
cause providers who acted in good faith 
will continue to have a role in the liti-
gation, even if they are no longer the 
named defendants, this proposal does 
not relieve the cost and reputational 
burdens of the litigation. It therefore is 
unlikely to encourage the providers to 
cooperate with the government in the 
future. 

It is also unclear what substituting 
the government in these cases seeks to 
accomplish. The proposal would in-
volve changing the nature of the 
claims filed against telecommuni-
cations companies to causes of action 
against the government under a num-
ber of statutes, including the Federal 
Tort Claims Act, the Administrative 
Procedure Act, or FISA. Suits under 
these statutes, however, can be, and in 
some cases, have already been brought 
against the government. 

If it is already possible to sue the 
government under thee statutes for 
possible violations, and indeed, if the 
government has already been sued 
under these statutes, why do we need 
to create a new procedure to convert 
claims against private companies into 
these claims against the government? 

Finally, we should look at what is ac-
tually happening in the current litiga-
tion. Many of my colleagues have sug-
gested that allowing the litigation to 
continue—with either the government 
or the providers as the defendant—will 
allow the court to resolve the issue of 
whether the providers acted in accord-
ance with the law. But this is not pres-
ently the debate in the litigation. 

Right now, the parties in the ap-
proximately 40 civil lawsuits are argu-
ing about access to classified informa-
tion about the President’s program. 
The government has refused to publicly 
reveal the classified documents and in-
formation that would allow litigation 
to proceed. Because classified informa-
tion is needed to address even thresh-
old litigation issues, having the gov-
ernment or a particular provider as de-
fendant in the suit is unlikely to 
change this aspect of the litigation. 

In other words, whether or not we 
substitute the government for the pro-
vider, no court is likely to resolve the 
question of whether the President, or 
any private company, violated the law 
in the near future. Given that the ad-
ministration is unlikely to declassify 
information about the program while 

the lawsuits are ongoing, it is also un-
likely that litigation will ever tell the 
story of what happened with the Presi-
dent’s program. So what benefit is 
there to substituting the government 
in the providers’ stead? 

Providers who acted in good faith 
should be removed from ongoing litiga-
tion, without having the burden of re-
sponding to discovery and litigation re-
quests and without the reputational 
harm of having suits in their name go 
forward against the government. Ongo-
ing reminders of the potential pitfalls 
of cooperating in good faith with the 
government will not encourage these 
companies—whose assistance the intel-
ligence community and law enforce-
ment agencies desperately need—to co-
operate with the government in the fu-
ture. 

If plaintiffs in any ongoing suit want 
to bring claims against government of-
ficials, those suits can be brought di-
rectly, without the complicated substi-
tution procedure described in this 
amendment. 

Although no member of the Intel-
ligence Committee offered an amend-
ment on this issue, the committee con-
sidered whether it would be more ap-
propriate to substitute the government 
for particular providers in ongoing law-
suits as part of the work done in pre-
paring this bill. For all of the reasons 
I have discussed, the committee ulti-
mately decided that substitution was 
not the right approach to address the 
ongoing lawsuits. 

I, therefore, cannot support this 
amendment, and I urge my colleagues 
to oppose it. 

The PRESIDING OFFICER. The Sen-
ator from Missouri. 

Mr. BOND. Mr. President, for all the 
reasons we voted down striking retro-
active immunity, this amendment 
must be defeated as well because it 
would continue to disclose all the 
methods of collection in electronic sur-
veillance and it would put at risk the 
private parties. 

The PRESIDING OFFICER. All time 
has expired. The question is on agree-
ing to amendment No. 3927. 

Mr. BOND. I ask for the yeas and 
nays. 

The PRESIDING OFFICER. Is there a 
sufficient second? 

There is a sufficient second. 
The clerk will call the roll. 
The bill clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘nay.’’ 

The PRESIDING OFFICER. Are there 
any other Senators in the Chamber de-
siring to vote? 

The result was announced—yeas 30, 
nays 68, as follows: 
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[Rollcall Vote No. 17 Leg.] 

YEAS—30 

Akaka 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Durbin 
Feingold 

Harkin 
Kennedy 
Kerry 
Kohl 
Lautenberg 
Leahy 
Levin 
McCaskill 
Menendez 
Nelson (FL) 

Obama 
Reed 
Reid 
Sanders 
Schumer 
Specter 
Stabenow 
Webb 
Whitehouse 
Wyden 

NAYS—68 

Alexander 
Allard 
Barrasso 
Baucus 
Bayh 
Bennett 
Biden 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dodd 
Dole 
Domenici 
Dorgan 
Ensign 
Enzi 
Feinstein 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Klobuchar 
Kyl 
Landrieu 
Lieberman 
Lincoln 
Lugar 
Martinez 

McCain 
McConnell 
Mikulski 
Murkowski 
Murray 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Salazar 
Sessions 
Shelby 
Smith 
Snowe 
Stevens 
Sununu 
Tester 
Thune 
Vitter 
Voinovich 
Warner 
Wicker 

NOT VOTING—2 

Clinton Graham 

The amendment (No. 3927) was re-
jected. 

Mr. BOND. Mr. President, I move to 
reconsider the vote. 

Mr. LEVIN. I move to lay that mo-
tion on the table. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

AMENDMENT NO. 3919 
The PRESIDING OFFICER. Under 

the previous order, there will now be 2 
minutes of debate equally divided on 
amendment No. 3919 offered by the Sen-
ator from California, Mrs. FEINSTEIN. 

The Senator from California. 
Mrs. FEINSTEIN. Mr. President, 

FISA has a law within it as to how you 
do electronic surveillance, and that law 
has specific provisions of what compa-
nies seeking to assist the Government 
must do. Essentially, what this amend-
ment does is ask the FISA Court to re-
view that compliance by the telecom 
companies to see that they complied 
with the elements of that part of FISA. 

I think some Members have been able 
to look at the certification letter sent 
to telecoms, but most Members have 
not, and I think it is very important 
that the court have an opportunity to 
review these certifications and see if 
they are adequate under the provisions 
of the FISA law, and this is exactly 
what this amendment does. 

I thank the Chair, and I yield the 
floor. 

The PRESIDING OFFICER. The Sen-
ator from Missouri. 

Mr. BOND. Mr. President, the FISA 
Court was not set up to make judg-
ments about the operation of foreign 
intelligence. As a matter of fact, they 
said specifically, in a case released in 
December, that is a matter for the ex-
ecutive branch. 

Now, there are some people who say 
there ought to be a court challenge to 
the President’s terrorist surveillance 
program. Let me remind my colleagues 
that there are seven cases proceeding 
against the Government and Govern-
ment employees which will not be im-
pacted by this bill. Every day that liti-
gation continues, whether it be in a 
FISA court or in open court, there is a 
danger of leaking of information. 

There could be disclosure of our 
methods, and there could be risks to 
employees of the companies in areas of 
the world. Certainly their bottom line 
could be impacted. As Senator DURBIN 
pointed out last week, leaks of classi-
fied information caused severe harm to 
a company in his State. 

I urge the defeat of this amendment. 
Mr. ROCKEFELLER. Mr. President, 

the distinguished Senator from Cali-
fornia has offered an amendment to 
modify the procedures in the Intel-
ligence Committee bill on dismissal of 
civil actions against telecommuni-
cations companies that assisted an ele-
ment of the intelligence community 
with regard to the President’s 
warrantless surveillance program. 

Senator FEINSTEIN’s amendment pre-
serves the basic idea of the Intelligence 
Committee bill; namely, that narrowly 
crafted immunity for private compa-
nies is an appropriate way of resolving 
dozens of lawsuits arising from the 
President’s program. But the amend-
ment makes one significant change in 
the procedure proposed by the Intel-
ligence Committee. Rather than Con-
gress deciding that each and every 
company acted in good faith, the ques-
tion of whether individual carriers re-
lied in good faith on representations 
made by the Government would be 
made by the FISA Court. 

I understand and appreciate the Sen-
ator from California’s desire to have a 
court make this good faith determina-
tion. But in this particular case, I 
think that Congress is better able to 
assess the context in which companies 
cooperated with the Government in 
order to determine whether they acted 
in good faith. 

As members of the Intelligence Com-
mittee, Senator FEINSTEIN and I have 
had access to the letters sent to the 
telecommunications companies. We 
have heard from the companies who 
were told after 9/11 that their assist-
ance was ‘‘required’’ and that the re-
quest for assistance was based on a 
Presidential order, the legality of 
which was certified by the Attorney 
General. 

In addition, the committee under-
stands the threats faced by the United 
States in the years after September 11, 
and the effect that threat environment 
had on all American citizens. 

The committee also understands ex-
actly how critical the private sector is 
to all of our intelligence collection ef-
forts, and what effect the pending law-
suits have had on the private sector’s 
continued cooperation with the Gov-
ernment. 

The policy question that is at the 
heart of the Feinstein amendment— 
whether companies that cooperated 
with the intelligence community after 
September 11 should be protected from 
liability for their actions—is not a 
question than can truly be addressed in 
an individual court case. Unlike the 
fact-intensive, good faith determina-
tions that would be made in a court 
case, this question is not about how a 
company reacted to each individual 
piece of correspondence it received, or 
its discussions with the Government. 
The question should not be answered 
on a piecemeal basis, based on whether 
each of the individual actions taken by 
any particular company was in good 
faith. 

Knowing how to address this policy 
issue instead depends on understanding 
the circumstances that surrounded the 
requests, the full dimension of the 
threat, and the historical relationship 
between the Government and the com-
panies. Because Congress has the abil-
ity to look at the totality of the cir-
cumstances in a way that a court eval-
uating an individual company’s good 
faith cannot, I feel that it is our re-
sponsibility to assess the reasonable-
ness of the response of all of the com-
panies. 

Given the circumstances involved in 
this sensitive matter, I believe Con-
gress, not the courts, should make the 
determination as to whether companies 
acted in good faith and should be pro-
tected from liability. 

Apart from disagreeing as to who 
should make the decision about good 
faith, there are also a number of sig-
nificant procedural concerns with the 
Feinstein amendment. I fear that these 
problems would make the amendment 
unworkable. 

Under Senator FEINSTEIN’s amend-
ment, the first step in the immunity 
process would be the same as under the 
Intelligence Committee’s bill. The At-
torney General would make a certifi-
cation to a court in which a case 
against a telecommunication company 
is being heard. The certification would 
say one of two things. 

First, if the company assisted the 
government, the certification would 
have to indicate that any assistance 
provided had been for an intelligence 
activity involving communications 
that had been authorized by the Presi-
dent between September 11, 2001, and 
January 2007. 

The certification would also have to 
state that the assistance had been de-
scribed to the company in a written re-
quest or directive from the Attorney 
General or the head or deputy head of 
an intelligence community element 
which indicated that the activity was 
authorized by the President had deter-
mined to be lawful. 

Alternatively, the certification could 
indicate that the telecommunications 
company did not provide the alleged 
assistance. 
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The court would then have the oppor-

tunity to review the Attorney Gen-
eral’s certification for abuse of discre-
tion. To protect national security in-
formation, only the judge would be en-
titled to review the certification; the 
plaintiffs would not have access to it. 

Under the committee’s bill, such a 
certification would be the end of the 
process, except for the issuance of the 
court’s order dismissing the action if 
the Attorney General’s certification 
met these requirements. 

Senator FEINSTEIN’s amendment, in 
contrast, uses that certification to 
trigger a transfer of the case to the 
Foreign Intelligence Surveillance 
Court. This amendment also specifi-
cally provides that the FISA Court will 
permit any plaintiff in an applicable 
covered civil action to appear before 
the Court. 

This transfer of the case to the FISA 
Court seriously complicates the exist-
ing lawsuits, and poses a number of sig-
nificant procedural problems that are 
not resolved in the amendment. 

As an initial matter, the type of 
analysis in the amendment is outside 
the longstanding scope and jurisdiction 
of the FISA Court. 

Under the Feinstein amendment, the 
FISA Court would be required to deter-
mine, acting as a body of all judges, 
whether immunity would be granted 
under current law, whether the com-
pany had an objectively reasonable be-
lief under the circumstances that com-
pliance with the written request or di-
rective was lawful, or whether the com-
pany did not provide the alleged assist-
ance. 

None of these determinations involve 
the Foreign Intelligence Surveillance 
Act, the statute on which the FISA 
Court has expertise. Indeed, the point 
of the litigation is that the President’s 
program was conducted outside of 
FISA. 

In addition, the FISA Court is not 
generally set up for adversarial civil 
litigation; it does not usually hear 
from witnesses or take evidence. Al-
though Congress has granted the Court 
the ability to hear challenges to cer-
tain FISA directives, it has never be-
fore been asked to make factual deter-
minations that affect the outcome of 
civil lawsuits. 

Sending the case to the FISA court 
therefore raises all sorts of questions. 
For example, would the FISA Court, 
acting en banc, hear testimony from 
witnesses? If so, who would examine 
the witnesses? What rules of evidence 
would apply? What role would the 
plaintiffs play in the proceeding? 

The FISA Court would have to come 
up with an entirely new set of proce-
dures just to handle this litigation. 
This new proceeding—particularly as 
the Court would have to act en banc— 
would significantly strain the re-
sources of the Court that oversees our 
electronic surveillance of terrorists 
and foreign powers and protects the 
privacy of U.S. persons. 

Nor does transferring the cases to the 
FISA Court necessarily help the plain-

tiffs in these cases. As they do not cur-
rently have security clearances, the 
Government is unlikely to provide the 
plaintiffs with access to classified in-
formation about the proceeding. Thus, 
most likely, they will not be involved 
in the debate. 

I commend the Senator from Cali-
fornia for her efforts to come up with a 
mechanism by which the court can 
consider and determine the good faith 
of the companies. But, because of all of 
the procedural problems with this 
amendment I have described, as well as 
a more fundamental belief that Con-
gress has a unique ability in this cir-
cumstance to assess the good faith of 
the companies, I cannot support this 
amendment. 

The PRESIDING OFFICER (Mr. 
WHITEHOUSE.) All time has expired. The 
question is on agreeing to amendment 
No. 3919. 

The yeas and nays have been ordered. 
The clerk will call the roll. 
The legislative clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘nay.’’ 

The PRESIDING OFFICER. Are there 
any other Senators in the Chamber de-
siring to vote? 

The result was announced—yeas 41, 
nays 57, as follows: 

[Rollcall Vote No. 18 Leg.] 
YEAS—41 

Akaka 
Baucus 
Bayh 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Casey 
Conrad 
Dorgan 
Durbin 

Feingold 
Feinstein 
Harkin 
Kennedy 
Kerry 
Klobuchar 
Kohl 
Lautenberg 
Leahy 
Levin 
Lincoln 
McCaskill 
Mikulski 
Murray 

Nelson (FL) 
Obama 
Reed 
Reid 
Salazar 
Sanders 
Schumer 
Specter 
Stabenow 
Tester 
Webb 
Whitehouse 
Wyden 

NAYS—57 

Alexander 
Allard 
Barrasso 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dodd 
Dole 
Domenici 
Ensign 
Enzi 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kyl 
Landrieu 
Lieberman 
Lugar 
Martinez 

McCain 
McConnell 
Menendez 
Murkowski 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Sessions 
Shelby 
Smith 
Snowe 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Wicker 

NOT VOTING—2 

Clinton Graham 

The PRESIDING OFFICER. Under 
the previous order requiring 60 votes 
for adoption of the amendment, the 
amendment is withdrawn. 

Under the previous order, the sub-
stitute amendment, as amended, is 
agreed to. 

The amendment (No. 3911), in the na-
ture of a substitute, as amended, was 
agreed to. 

The PRESIDING OFFICER. The 
question is on the engrossment and 
third reading of the bill. 

The bill was ordered to be engrossed 
for a third reading and was read the 
third time. 

CLOTURE MOTION 
The PRESIDING OFFICER. Under 

the previous order, the clerk will re-
port the motion to invoke cloture. 

The legislative clerk read as follows: 
CLOTURE MOTION 

We, the undersigned Senators, in accord-
ance with the provisions of rule XXII of the 
Standing Rules of the Senate, hereby move 
to bring to a close debate on S. 2248, the 
FISA bill. 

Harry Reid, Charles E. Schumer, Sherrod 
Brown, Daniel K. Akaka, Jeff Binga-
man, Thomas R. Carper, Ken Salazar, 
Sheldon Whitehouse, John D. Rocke-
feller IV, Richard Durbin, Bill Nelson, 
Debbie Stabenow, Robert P. Casey, Jr., 
E. Benjamin Nelson, Evan Bayh, Daniel 
K. Inouye. 

Mr. FEINGOLD. Mr. President, as I 
have said repeatedly on the Senate 
floor, I strongly oppose granting un-
justified retroactive immunity to com-
panies that allegedly participated in 
the President’s illegal wiretapping pro-
gram, which went on for more than 5 
years. It is unnecessary because under 
current law, companies already have 
immunity from civil liability if they 
comply with a court order or with a 
certification from the Attorney Gen-
eral that a court order is not required 
and all statutory requirements have 
been met. Congress should leave it to 
the courts to evaluate whether the 
companies alleged to have cooperated 
with the program would deserve immu-
nity under this existing law rather 
than changing the rules of the game 
after the fact. That is why I have been 
a staunch supporter of the Dodd 
amendment to strike the immunity 
provision from this bill entirely. 

Given my strong opposition to any 
retroactive immunity for tele-
communications companies, I want to 
explain why I voted in favor of two 
amendments that proposed alter-
natives to but did not entirely elimi-
nate retroactive immunity. Amend-
ment No. 3927, offered by Senators 
SPECTER and WHITEHOUSE, would have 
substituted the Government for the 
companies in the pending litigation, 
and amendment No. 3919, proposed by 
Senator FEINSTEIN, would have di-
rected the FISA Court to evaluate 
whether companies complied with the 
existing immunity provision or other-
wise acted in good faith. 

I do not believe that either of these 
proposals is necessary. In fact, when 
Senator SPECTER offered his substi-
tution proposal as a stand-alone bill in 
the Senate Judiciary Committee, I op-
posed it. I firmly believe that Congress 
should allow the courts to evaluate 
whether the companies deserve immu-
nity under the law that applied to 
them at the time, and we should not be 
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meddling in this area at all. However, 
unlike the Specter bill, these two 
amendments were offered to replace 
the broad grant of retroactive immu-
nity in the FISA bill, and they were of-
fered after the Senate had voted not to 
adopt the Dodd-Feingold amendment. 
Each of them was an improvement, 
however slight, to the underlying im-
munity provision, in that they would 
have left open the possibility that the 
lawsuits could continue, thus permit-
ting the courts to rule on the legality 
of the warrantless wiretapping pro-
gram. Therefore, I voted in favor of 
both of these amendments, even 
though I would have much preferred to 
see retroactive immunity stricken en-
tirely. 

The PRESIDING OFFICER. By unan-
imous consent, the mandatory quorum 
call has been waived. 

The question is, Is it the sense of the 
Senate that debate on S. 2248, an origi-
nal bill to amend the Foreign Intel-
ligence Surveillance Act of 1978, to 
modernize and streamline the provi-
sions of that act, and for other pur-
poses, shall be brought to a close. 

The yeas and nays are required under 
the rule. 

The clerk will call the roll. 
The bill clerk called the roll. 
Mr. DURBIN. I announce that the 

Senator from New York (Mrs. CLINTON) 
is necessarily absent. 

Mr. KYL. The following Senator is 
necessarily absent: the Senator from 
South Carolina (Mr. GRAHAM). 

Further, if present and voting, the 
Senator from South Carolina (Mr. 
GRAHAM) would have voted ‘‘yea.’’ 

The PRESIDING OFFICER. Are there 
any other Senators in the Chamber de-
siring to vote? 

The yeas and nays resulted—yeas 69, 
nays 29, as follows: 

[Rollcall Vote No. 19 Leg.] 

YEAS—69 

Alexander 
Allard 
Barrasso 
Baucus 
Bayh 
Bennett 
Bond 
Brownback 
Bunning 
Burr 
Carper 
Casey 
Chambliss 
Coburn 
Cochran 
Coleman 
Collins 
Conrad 
Corker 
Cornyn 
Craig 
Crapo 
DeMint 

Dole 
Domenici 
Ensign 
Enzi 
Feinstein 
Grassley 
Gregg 
Hagel 
Hatch 
Hutchison 
Inhofe 
Inouye 
Isakson 
Johnson 
Kohl 
Kyl 
Landrieu 
Lieberman 
Lincoln 
Lugar 
Martinez 
McCain 
McCaskill 

McConnell 
Mikulski 
Murkowski 
Nelson (FL) 
Nelson (NE) 
Pryor 
Roberts 
Rockefeller 
Salazar 
Sessions 
Shelby 
Smith 
Snowe 
Specter 
Stevens 
Sununu 
Thune 
Vitter 
Voinovich 
Warner 
Webb 
Whitehouse 
Wicker 

NAYS—29 

Akaka 
Biden 
Bingaman 
Boxer 
Brown 
Byrd 
Cantwell 
Cardin 
Dodd 
Dorgan 

Durbin 
Feingold 
Harkin 
Kennedy 
Kerry 
Klobuchar 
Lautenberg 
Leahy 
Levin 
Menendez 

Murray 
Obama 
Reed 
Reid 
Sanders 
Schumer 
Stabenow 
Tester 
Wyden 

NOT VOTING—2 

Clinton Graham 

The PRESIDING OFFICER. On this 
vote, the yeas are 69, the nays are 29. 
Three-fifths of the Senators duly cho-
sen and sworn having voted in the af-
firmative, the motion is agreed to. 

f 

RECESS 

The PRESIDING OFFICER. Under 
the previous order, the Senate stands 
in recess until 2:15 p.m. 

Thereupon, the Senate, at 12:34 p.m., 
recessed until 2:15 p.m. and reassem-
bled when called to order by the Pre-
siding Officer (Mr. CARPER). 

f 

FISA AMENDMENTS ACT OF 2007 

The PRESIDING OFFICER. The Sen-
ator from California is recognized. 

Mrs. BOXER. Mr. President, I ask 
unanimous consent that immediately 
following Senator FEINGOLD’s 15 min-
utes on FISA, I be recognized for 10 
minutes and that the time be taken 
from Senator DODD’s 4 hours. 

The PRESIDING OFFICER. Is there 
objection? 

Without objection, it is so ordered. 
The Senator from Wisconsin is recog-

nized. 
Mr. FEINGOLD. Mr. President, I 

strongly oppose S. 2248. This bill is 
deeply flawed in ways that will have a 
direct impact on the privacy of Ameri-
cans. Along with several other Mem-
bers of this body, I have offered modest 
amendments that would have per-
mitted the government to obtain the 
intelligence it needs, while providing 
the checks and balances required to 
safeguard our constitutional rights. 
Unfortunately, under intense adminis-
tration pressure marked by inaccurate 
and misleading scare tactics, the Sen-
ate has buckled. And we are left with a 
very dangerous piece of legislation. 

The railroading of Congress began 
last summer, when the administration 
rammed through the so-called Protect 
America Act, vastly expanding the gov-
ernment’s ability to eavesdrop without 
a court-approved warrant. That legisla-
tion was rushed through this Chamber 
in a climate of fear—fear of terrorist 
attacks, and fear of not appearing suf-
ficiently strong on national security. 
There was very little understanding of 
what the legislation actually did. 

But there was one silver lining: The 
bill had a 6-month sunset to force Con-
gress to do its homework and recon-
sider the approach it took. Unfortu-
nately, with far too few exceptions, the 
damage has not been undone. 

This new bill was intended to ensure 
that the government can collect com-
munications between persons overseas 
without a warrant, and to ensure that 
the government can collect the com-
munications of terrorists, including 
their communications with people in 
the United States. No one disagrees 
that the government should have this 
authority. But this bill goes much fur-

ther, authorizing widespread surveil-
lance involving innocent Americans— 
at home and abroad. 

Proponents of the bill and the admin-
istration don’t want to talk about what 
this bill actually authorizes. Instead, 
they repeatedly and inaccurately as-
sert that efforts to provide checks and 
balances will impede the government’s 
surveillance of terrorists. They 
launched these attacks against the 
more balanced bill that came out of the 
Judiciary Committee. And they have 
attacked and mischaracterized amend-
ments offered on the floor of this body. 
This is fear-mongering, it is wrong, and 
it has obscured what is really going on. 

What does this bill actually author-
ize? First, it permits the government 
to come up with its own procedures for 
determining who is a target of surveil-
lance. It doesn’t need advance approval 
from the FISA Court to ensure that the 
government’s targets are actually for-
eigners, and not Americans here in the 
United States. And, if the Court subse-
quently determines that the govern-
ment’s procedures are not even reason-
ably designed to wiretap foreigners, 
rather than Americans, there are no 
meaningful consequences. All that ille-
gally obtained information on Ameri-
cans can be retained and used. 

Second, even if the government is 
targeting foreigners outside the U.S., 
those foreigners need not be terrorists. 
They need not be suspected of any 
wrongdoing. They need not even be a 
member or agent of some foreign 
power. In fact, the government can just 
collect international communications 
indiscriminately, so long as there is a 
general foreign intelligence purpose, a 
meaningless qualification that the DNI 
has testified permits the collection of 
all communications between the 
United States and overseas. Under this 
bill, the government can legally collect 
all communications—every last one— 
between Americans here at home and 
the rest of the world. Even the sponsor 
of this bill, the chairman of the Intel-
ligence Committee, acknowledges that 
this kind of bulk collection is probably 
unconstitutional, but the DNI has said 
it would be not only authorized but 
‘‘desirable’’ if technically possible. 
Technology changes fast in this area. 
We have been forewarned, yet the Sen-
ate failed to act. 

One of the few bright spots in this 
bill is the inclusion of an amendment, 
offered by Senators WYDEN, 
WHITEHOUSE and myself in the Intel-
ligence Committee, to prohibit the in-
tentional targeting of an American 
overseas without a warrant. That is an 
important new protection. But that 
amendment does not rule out the indis-
criminate vacuuming up of all inter-
national communications, which would 
allow the government to collect the 
communications of Americans over-
seas, including with friends and family 
back home, without a warrant. And 
those communications can be retained 
and used. Even the administration’s il-
legal warrantless wiretapping program, 
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